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	Narrative
	User wishes to deposit a content object from their local environment in the OCLC Digital Archive and create metadata describing this object.  The user already has a prior relationship with OCLC such that he has authorization.   At this time the user logs into either the Connexion browser or Connexion client software.  In the future it is desirable for a user to perform this task using non-OCLC software.

The import/deposit tool consists of two parts: a metadata creation/editing interface, and an ingest interface.  The first step is for the user to create or locate a bibliographic record describing the object.  The next step is for the user to indicate which files should be uploaded, using a file viewer.  The user may also indicate the order in which the files in a content object should be accessed by end users.  The third step is for the user to request the upload and ingest, using a single click.  These steps take place from one screen with a daughter screen for the file list dialog.  
The system uploads the files to a webdav server.  The system returns a ‘ticket’ for the client software to use to refer to the uploaded files.  The Connexion client software then updates the bibliographic record with a URL link to the ingested object, and requests an asynchronous ingest of the object using the ticket.  The payload for the ingest request includes the ticket, the bibliographic information, and a list of the files.  Control is returned to the user.  A single-signon capability is used to provide authorization information between components as needed. 
Preservation metadata is created by the ingest software for this object using the bibliographic information and system-created information.  During the ingest process the content files are checked against a list of files provided by the client software.   The content files are virus-checked and fixity-checked against fixity information was provided by the client.  
At this time, all content ingested falls under the same preservation service level (bit preservation), and is ingested into a generic folder within the Archive.   Although the underlying software handles more complicated parameters it was decided to keep this particular upload interface simpler.  Information in the Archive is administered at the Institution level, with multiple institutions using the same physical Archive instance.
The user later checks the bibliographic record.  If the object was successfully ingested the user will view the object.  If the object is in process the ingest link will show a status report if the user is logged in via Connexion.  External users will get an error message if the ingest is in process.  If the user wishes they may also further enhance/edit the preservation metadata using the Connexion interface.
Within 48 hours the content files are run through Jhove to create additional metadata for preservation planning purposes.  This information is available for content dissemination.




